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Abstract

Smart Sensor System

Project Team:
Asma M.Hisham Shaheen.
Lubna Ahmad Al-Herbawi

Palestine Polytechnic University — 2006

Supervisor:
Eng. Elayan Abu-Gharbyeh

Smart Sensor System consists of multiple nodes connected to a network; each
node consists of a controller and different kinds of sensors. The system implemented
in this project has the ability to search for connecting nodes, one node is
implemented and connected to 3 different types of sensors to transfer its value to the
network, so any authorized user in the network will have the ability to read the
sensors values from specific node, get charts defining sensors values during interval

time and processing it.
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CHAPTER ONE

INTRODUCTION

1.1 General idea about the project and its importance

A smart sensor is simply one that acquires physical, biological or chemical
input, converts the measured value into a digital format in the units of the measured
attribute, process, and transmits that measured information via the Ethermet to a

computer monitoring point.

A smart sensor does many things a sensor system was required to do to
process a measurement and provide intelligent information. In addition, the smart
sensor takes care of transmitting the processed information ready to use via the

Ethemet to the system monitoring point.

The design construction of our system will search for multiple nodes
connecting to the network and get there IP addresses and locations .One node will be
implemented in order to collect data from sensors of temperature, smoke, and light
.Sensors' signals will be converted from analog to digital by a microprocessor which
has an internal Analog to Digital Converter (ADC), then connect it to a network via a
hub and switch .Therefore any one who uses any computer on that network can

display and store sensors' value in a suitable format.




The networking smart sensor enable high quality detection /measurements

networks with low cost and easy deployment, and it provides new monitoring and
control capability for wide range of applications industrial process monitoring,

health care, safety and security.

By processing sensor data locally at the nodes, the smart sensor system may
be capable of data manipulations too computationally intensive for a single computer
to handle. So as the number of sensors in the system increases, the advantages of a

smart sensor become more pronounced.

1.2 Literature Review

There are several studies and projects working on smart sensors:

1. Smart semsing wusing custom photo-application-specific integrated-

circuits ',

Monitor and collect sensor data during the curing process of a general
material system. Data obtained from sensors are used to generate an expert

processing knowledge base which automatically controls the composite cure state.




2. Acquisition and Analysis of Fire Sensor Signals in Selected Environments

Fire sensor signals: The integration of microprocessor, memory and modem
at the installation site makes it possible to transmit signals from temperature and
aerosol sensors to a security control center via the public telephone network.

Reducing data volume. Only the relevant information concerning status changes in

an environment are stored.

1.3 Estimated Cost

In this project we need the following equipments in order to implement the

system.

Table 1-1: Estimated Cost

Component Cost
Micro Web Server $200
Sensors $20
10 Base T Cable $5
Total Cost $225

4




1.4 Time Schedule

The time planning includes two time estimation schedules; the first one show

what is done in the first semester and the second shows the expected scheduling time

of the second semester.

1.4.1 The First Time Planning:

w T oV o ool 71 af o RLd
‘ ’ é % 1 s 1 ‘
Tasks LR e e R e |
T - =
Data gathering | ' ‘
analysis |
Study sensor |
Study PIC o
18F67J60 |
Microcontroller | j |

{ Documentation

S |

Figure 1- 1: The First Time Planning.
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1.4.2The Second Time Planning

—

Weeks | 17 | 18 f TR B0 e e e (22 s (o (27 (78 (29, |30 1131 | 32
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’Testthe project s r —~‘ 1A~ 42
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Operate the e g 1 g ;7 ‘ T 1 iw mr_ i .
 project e Rt
i : z % | 1 | ‘ i
l Doém;ﬁtatlon ]

Figure 1- 2: The Second Time Planning.

1.5 Risk management

Many types of risks are taken into account in order to be ready to take

recovery steps immediately as soon as they appear.




1.5.1 Hardware Risk

The most important hardware part in our project is the microcontroller. The

predicted risks are:

o Device failure: the microcontroller may crash because of high voltage supply

or other problems.

o The device operates differently than intended.

o Sensors don't react correctly due to a specific response that may result for

many causes.

1.5.2 Group risk

e Illness of one of group members.

e Group meeting difficulties

1.5.3 Requirement risks

e Several requirements may be affected by other requirements due to the high cost

of some components.
e Team fails to understand the impact of requirements changes.




Recovery:

o Cover budget of extra cost by ignoring unexpected requirements as possible.

1.5.4 Project risks:

e Some requirements and changes may arise lately.
e Schedule not accurate
e Budget not sufficient.

e Latency of devices arrival.

Recovery:

e Demand device at earlier time.
e Start working on the implementation earlier.
e Use alternate devices with the same functionality and less cost.

e Try to build our own circuits that can replace unavailable devices.




1.6 Report Contents

The documentation for this project is categorized into four chapters. Each
chapter is concemed with a logical or physical part of the system. The followings

summarize briefly what each chapter will explain:

e Chapter One: Introduction

This chapter demonstrates a general idea about the project and its importance,

literature review, estimated cost, time planning, and project risk management.

e Chapter Two: Theoretical Background

This chapter focuses on theories and materials that are related to our system

operation and behavior.

e Chapter Three: Project Conceptual Design

This chapter describes the system in its abstract formula It describes the
project objectives, design options and justifies those that are chosen in the project, a

general block diagram, how does System work.




e Chapter Four: Detailed Technical Project Design

This chapter discusses a detailed description about project phases, subsystem

design, overall system design and user system interface.

TP D00 5 | ARt PV 572 AH 2 e S50 0 . LB T3 16 033 i T4 10V,

e Chapter Five: Software System Design

This chapter handles the software related to our system, depicts flow charts
about system operation and illustrates different algorithms and techniques that will

be considered in writing the software.

e Chapter Six: System Implementation and Testing

This chapter will manifest the implementation procedures to be acted so as to
integrate the project. Then, a sequence of procedural testing will be listed. The

testing comprises both software and hardware testing.

e Chapter Seven: Conclusions and Future Work

This chapter will list the problems facing us in accomplishing the system and

how they were resolved. Conclusions and future work are also proposed.

10
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CHAPTER TWO

THEORETICAL BACKGROUND

This chapter focuses on theories and materials that are related to our system

operation and behavior.

2.1 Project Components

The components of this project include several parts; each of them is related

to the other to form the whole system. These components are:

1. IPu8930 Micro Web Server

2. Temperature, Light sensors and Smoke detector.
3. 10 Base T Cross Cable

4. Computer Network.

5. Software.




This chapter focuses @

operation and behavior.

2.1 Project Components

The components of this projec

to the other to form the whole system
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2.2 Seftware Theoretical Background

2.2.1 TCP/IP

The TCP/IP suite of protocols was developed as part of the research done by
the Defense Advanced Research Projects Agency (DARPA). TCP/IP is the standard
for intemet work communications and serves as the transport protocol for the

Internet, enabling millions of computers to communicate globally.

This Theoretical Background focuses on TCP/IP for several reasons:

o TCP/IP is a universally available protocol.

o TCP/IP is a useful reference for understanding other protocols because it
includes elements that are representative of other protocols.

o TCP/IP is important because the router uses it as a configuration tool.

The function of the TCP/IP protocol stack, or suite, is the transfer of
information from one network device to another. In doing so, it closely maps the OSI
reference model in the lower layers, and supports all standard physical and data link

protocols.

The layers most closely affected by TCP/IP are Layer 7 (application), Layer 4
(transport), and Layer 3 (network). TCP/IP enables communication among any set of
interconnected networks and is equally well suited for both LAN (Local Area
Network) and WAN (Wide Area Network) communication. "




2.2 Software Theoretical Background

2.2.1 TCP/IP

The TCP/IP suite of protocols was developed as part of the research done by
the Defense Advanced Research Projects Agency (DARPA). TCP/IP is the standard
for intemet work communications and serves as the transport protocol for the

Internet, enabling millions of computers to communicate globally.

This Theoretical Background focuses on TCP/IP for several reasons:

o TCP/IP is a universally available protocol.

o TCP/IP is a useful reference for understanding other protocols because it
includes elements that are representative of other protocols.

o TCP/IP is important because the router uses it as a configuration tool.

The function of the TCP/IP protocol stack, or suite, is the transfer of
information from one network device to another. In doing so, it closely maps the OSI
reference model in the lower layers, and supports all standard physical and data link

protocols.

The layers most closely affected by TCP/IP are Layer 7 (application), Layer 4
(transport), and Layer 3 (network). TCP/IP enables communication among any set of
interconnected networks and is equally well suited for both LAN (Local Area
Network) and WAN (Wide Area Network) communication. "
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2.3 Hardware Theoretical Background

2.3.1 Smart Sensor

A "smart sensor” is a transducer (or actuator) that provides functions beyond
what is necessary to generate a correct representation of a sensed or controlled
quantity (e.g., temperature, pressure, strain, flow, pH, etc.). The "smart sensor"
functionality will typically simplify the integration of the transducer into applications
in a networked environment. For example, a measurement from a temperature
transducer requires the network controller to make a voltage-to-temperature

conversion to represent the data in either degrees Fahrenheit or degrees Celsius. Bl

Smart Sensor System consists of a network backbone, on which reside many
nodes as shown in figure (2-3). Nodes may be loosely classified as either sensor
nodes or controller nodes. Sensor nodes are those which tend to send data to the
network, and controller nodes are those which tend to gather data from the network.

There may be more than one controller node on a network.




Sensor Sensor Sensor Sensor
Node Node Node Node
Controller Controller
Node Node
Network
S
‘[:::Sdzr backbone

Figure 2-3: Smart Sensor System

A prototypical sensor node consists of three elements: a physical transducer,
a network interface, and a processor/memory core. The transducer senses the
physical quantity being measured and converts it into an electrical signal. Then the
signal is fed to an A/D converter, and is now ready for use by the processor. The
processor will perform some signal processing on the data, and depending on how it

is programmed.

A prototypical controller node consists of processor/memory, a network
interface, and input/ouiput devices for communicating with human users. It is used to
collect information from the sensor nodes, to program the sensor nodes, and to

provide feed back to the user as shown on Figure (2-4).

This type of "smart" sensor will revolutionize the design of sensor systems. It

will become easier, cheaper, and faster to design a sensor system and the resulting
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systems will be more reliable, more scaleable, and provide higher performance than
traditional systems. I

15 £ i

—=t Network Interface » Microprocessor % % R ’I‘Fr)::ssc;fxi]er
= S
<)
2
g Z
Z v

Memory
L Processor /
Memory Core

Figure 2-4: Prototype Smart Sensor node.

The role of smart sensors in applications can be grouped into five categories:

1. Signal Conditioning: The smart sensor serves to convert from a time-
dependent, analog variable to a bus output. Functions such as linearization,
temperature compensation, and signal processing may be included in the

package.

2. Data Reduction/Abstraction; The smart sensor provides higher level
information processing. The primary objective is to convert from the raw
measurements to more abstract symbolic descriptions. Sensors that output

“features", detections, or classifications fall in this category.

17
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3. Tightening Feedback Loops: Communication delays can cause problems for
systems that rely on feedback or that must react/adapt to their environment.
By reducing the distance between sensor and processor, smart sensors bring

significant advantages to these types of applications.

4. Monitoring/Diagnosis: Complex systems may require many sensors for
health monitoring and diagnosis. Smart sensors that incorporate pattern
recognition and statistical techniques can be used to provide data reduction,
change detection, and fusion of information. 5]

2.3.2 IPu8930 Micro Web Server

2.3.2.1 General Description

The IPu8930 is a general purpose network controller and web server which
makes it easy to monitor, control and communicate with remote sensors, actuators,
and practically any devices with a serial port (via the onboard serial port) via a
TCP/IP network such as the Internet.

At the heart of the IPu8930 Developer Kit is the IPp8930 Module, a compact
TCP/IP network controller and web server module, which enables developers to
rapidly add network connectivity to prdducts. The Pu8930 combines a TCP/IP
controller, HTTP compliant web server, Modbus TCP node and A/D converter into a
single, small (1.3x1.47/3.3x3.4cm) daughterboard. The IPu8930 is designed to

enable remote monitoring and control over a TCP/IP-based network without the

18
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overhead and complexity of traditional solutions which require the

knowledge on how to support and program using a real-time operating systems.

The IPp8930 Module plugs easily into the IPu8930 Developer Board. The
Developer Board is packaged with power, a 10BaseT network jack, and various

connectors to make it easy to set up, program, and test the [IPpu8930. [13]

20-Pin Connector (31) IPu7931M

20MHz
= Crystal
| Oscillator

20-Pin Connector (32)

Figure 2-5: IPu8930

2.3.2.2 IPu8930 Features

The IPu8930 Board provides the following features:
e Supports both TCP/IP—read & write
» Up to 8 analog or digital ports for monitoring/control of external devices

* Built-in 10-bit ADC

19




« Ability to define WebHoles™ in HTML pages which get “filled” with values from
pre-defined I/O port.
» Supports the following network applications:

— ARP, DHCP, ICMP (ping), Modbus, and Ipsil Control Protocol (v1.0)

The data sheet for the Micro Web Server can be found in the appendix A

2.3.3 Sensors

A sensor is a device that converts physical, biological or chemical input into
an electrical or optical signal. To be useful, the signal must be measured and
transformed into digital format which can be processed and analyzed efficiently by
computers. The information can be used by either a person or an intelligent device

monitoring the activity to make decisions that maintain or change a course of action.

A sensor is a type of transducer. Direct indicating sensors, for example, a
mercury thermometer, are human readable. Other sensors must be paired with an

indicator or display, for instance a thermocouple.

Sensors are used in everyday life. Applications include automobiles,

machines, aerospace, medicine, industry and robotics.

20
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2.3.3.1 Temperature Sensor (LM35)

The LM35 series are precision integrated-circuit temperature sensors, whose
output voltage is linearly proportional to the Celsius (Centigrade) temperature. The
LM35 thus has an advantage over linear temperature sensors calibrated in ° Kelvin,
as the user is not required to subtract a large constant voltage from its output 0
obtain convenient Centigrade scaling. The LM35 does not require any external
calibration or trimming to provide typical accuracies of £14°C at room temperature
and +3/4°C over a full =55 to +150°C temperature range. Low cost is assured by

trimming and calibration at the wafer level.

The LM35’s low output impedance, linear output, and precise inherent

calibration make interfacing to readout or control circuitry especially easy.

Tt can be used with single power supplies, or with plus and minus supplies.
As it draws only 60 pA from its supply, it has very low self-heating, less than 0.1°C
in still air. The LM35 is rated to operate over a —55° to +150°C temperature range. Q

Features:
1. Calibrated directly in ° Celsius (Centigrade)
2 Linear + 10.0 mV/°C scale factor
3 0.5°C accuracy guarantee able (at +25°C)
4. Rated for full =55° to +150°C range
5. Suitable for remote applications




6. Low cost due to wafer-level trimming

7. Operates from 4 to 30 volts

8. Less than 60 pA current drain

9. Low self-heating, 0.08°C in still air

10. Nonlinearity only +1/4°C typical

11. Low impedance output, 0.1 W for 1 mA load

Figure2-6: Temperature Sensor

2.3.3.2 Light Sensor

Light sensors are one of the most common types of sensors. They are used in

night lights, street lights, alarms, toys, cameras, etc

The light sensor is used to detect changes in the amount of light in its
surroundings. The resistance of the light sensor decreases as the intensity of light

falling on the sensor increases.




Light sensors have many different functions, and they come in different
shapes, sizes, and with different price tags. Some sensors are designed to sense a
particular color of light, such as blue, green, red, or infrared. Some sensors don’t care
what color the light is because they react to how bright the light is. Other sensors
look for only special kinds of light given off by certain chemical reactions.

Light sensors also have a variety of ways to tell a microcontroller what they
see. Some sensors send a voltage, some send a sequence of binary values, and others
react to different kinds of light or light levels by changing resistance. In our project
we want to use this kind of light sensor which it is called: Light Dependant Resistor

(LDR).

An LDR will have a resistance that varies according to the amount of visible
light that falls on it.A gainst but it be the intensity of light that impact in the surface
of the LDR smaller will be its resistance and against less light impact greater will be

the resistance.

The light falling on the brown zigzag lines on the sensor causes the
resistance of the device to fall. This is known as a negative co-efficient. There are

some LDRs that work in the opposite way i.e. their resistance increases with light

(called positive co-efficient). m




Figure2-7: LDR Sensor.

2.3.3.3 Smoke Detector

Smoke sensor is a device that detects smoke and issues an alarm to alert
nearby people that there is a potential fire. A household smoke detector will typically
be mounted in a disk shaped plastic enclosure about 150mm in diameter and 25mm

thick, but the shape can vary by manufacturer.

Because smoke rises, most detectors are mounted on the ceiling or on a wall
near the ceiling. To avoid the nuisance of false alarms, most smoke detectors are
mounted away from kitchens. To increase the chances of waking sleeping occupants,
most homes have at least one smoke detector near any bedrooms; ideally in a

hallway as well as in the bedroom itself.

Smoke detectors are usually powered by one or more batteries but some can
be connected directly to household wiring. Smoke detectors may operate alone, be

interconnected to cause all detectors in an area to sound an alarm if one is triggered,




or be integrated into a fire alarm or security system. Smoke detectors with flashing

lights are available for the deaf or hearing impaired. *!

Figure2-8: Smoke Detector.

2.3.4 10 Base T crossover cable

10 Base T cable is one of several adaptations of the Ethemet (IEEE 802.3)
standard for Local Area Networks (LANs). 10BASE-T is an implementation of
Ethernet which allows stations to be attached via twisted pair cable. The name
10BASE-T is derived from several aspects of the physical medium. The 10 refers to
the transmission speed of 10 Megabits per second (Mb/s). The BASE is short for
baseband. This means only one Ethernet signal is present on the send and/or receive

pair. 10 Base T uses RJ-45 Jacks.

The 10BASE-T Ethemet standards use one wire pair for transmission in each

direction. This requires that the transmit pair of each device be connected to the




receive pair of the device on the other end. When a terminal device is

connected to a switch or hub, this crossover is done internally in the latter.

One terminal device may be connected directly to another without the use of
a switch or hub, but in that case the crossover must be done externally in the cable.
Since 10BASE-T use pairs 2 and 3, these two pairs must be swapped in the cable.
This is a crossover cable (which we use for testing process). A crossover cable must
also be used to connect two internally crossed devices (e.g., two hubs) as the internal

crossovers cancel each other out. !

Figure 2-9:10 Base T cross cable
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CHAPTER THREE

PROJECT CONCEPUAL DESIGN

This chapter describes project objectives, design options and justifies those

that are chosen in the project, a general block diagram, and how does system work.

3.1 Detailed project objectives

1. Design Smart Sensor System that consists of multiple nodes (as shown on
figure 2-3) each one consists of sensor node (controller, sensors, Ethernet
interface), and controller node (computers monitoring point, necessary
software).

2. Implement and test one node that read data from 3 different sensors
(Temperature, Smoke, and light sensor) and connect it to the Micro Web

Server after building the necessary circuits.

3 Connect this node with a hub through 10 base cable, to send data over the
network, so that any person can get sensors' value from any computer in the

system.




4. Collect, display, analyze and store sensors ' value in a suitable format.

3.2 Smart Sensor design Options

In this system there are many designing options, we are checking these

options to find which one is more reliable, available, and cheaper than others.

Option 1: Interface Microprocessor with Ethemet chip. This kind of interfacing
required programming in low level language, so it will take a lot of time and
effort.

Option 2: Use Peripheral Interface Controller (PIC Microcontroller) that
contains an Ethernet chip. We choose this option for system construction, And
After we search about some kind of PIC that contains an Ethernet chip; we find
that PIC 18F67J60 have on-board Ethernet MAC/PHY interface with the

following features:

8K/4K bytes Ethermet buffer SRAM.

39 (VO)

11 channel 10 bit A/D.

IEEE 802.3 compatible Ethernet Controller
I/O ports A, B, C, D, E, F, and G.

128 K Program Memories (Bytes).

65532 Program Memories (Instructions).
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8. 3808 Data Memory (Bytes).

9. Ethernet communication (10 Base T).!*”
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Figure 3-1: PIC 18F97J60 Family.

At the first semester we studied all the features of that PIC, and make a
general image about the system based on it. But we faced a critical problem; that it

was not available in the local market and also it was impossible to purchase it from

other countries.

Option 3: Use the IPp8930 Micro Web Server. The IPu8930 contains a
microcontroller and Ethemet interface that responsible for process, send and receive
packet to or from the network. Also it has a general purpose I\O pins (port A) which

it is used to communicate with other system components. Each pin can be used for




input (set it to 1) or output (set it to 0), and can be configured as analog or digital.

For these features we decided to use it instead of PIC microcontroller.

Pin | Function In/Out PRO

1 PAQ < P

3 PAl &> e EI—

5 PA2 =y VRS T T

m; &

7 PA3 = . & i :

9 PA4 < e —[-
11 | PAS = g G
13 | PAB/CTS <>/ In<

15 | PAZ/RTS | /= Cut

Figure 3-2: General I/O pin of IPu8930
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Figure 3-3: IPu8930 Block Diagram.




The following diagram defines general block diagram

3.5 General Block Diagram
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Figure 3-4: Smart Sensor System block diagram
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Figures (3-5),(3-6) represents a block diagram and detailed block diagram of
smart sensor node that has been implemented, as shown the sensors connected to the

Micro Web Server, which will be connected to a network via a hub and a switch.

Micro Web a4
Server (IPp8930) e ] / Hee
V) e
Network
Hub Switch

Figure 3-5: Block diagram smart sensor node.
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=
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[N Temperature sensor
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N
Switch

Network

Figure 3-6: Detailed block diagram of smart sensor node.
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3.4 How Does System Work?

Smart Sensor System consists of multiple nodes (sensor nodes and controller
nodes). Sensor node consists of different kinds of sensors, processor and network

interface, controller node used to collect information from the sensor nodes.

The design construction of our system should have the ability to search for
these nodes and get there IP addresses and locations. The node which will be
implemented and tested consists of three types of semsors: light, smoke, and
temperature. The sensors circuits which are known as sensing subsystem are
connecting to the Micro Web Server (IPu8930) that includes 10 A/D converter
channels to manipulate data and convert it from analog to digital form. And because
it has Ethemet interface, these signals will transfer to the network, through 10 Base T
cable linking between the hub and the Micro Web Server.

In this way any authorized user in the network will have the ability to read the
sensors values from specific node, get charts defining sensors values during interval

time and test the Micro Web Server
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CHAPTER FOUR

DETAILED TECHNICAL PROJECT DESIGN

This chapter contains detailed description of the project phases, subsystems

design, overall system design and user system interface.

4.1 Detailed description of the project phases

Phase 1:

Each sensor in the system (temperature, light and smoke sensors) was
connected in its own circuit and tested separately. After working on them they

operated correctly and gave accurate values.

Phase 2:

For configuring the duty of each pin in the Micro Web Server, it was
connected to a single PC by cross cable, so we were able to specify /O pins of

PORT A, and test the read /write processes.
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Phase 3:

In this phase the Micro Web Server was programmed to:
e Search for specific node on the network to pass this data to

e And read the output of the sensing circuits

Phase 4:

For data to be spread after being read from the sensing circuits, The Micro
Web Sever was connected to a network via hub and switch, so every PC in this

network is able to reach this data.

4.2 Subsystem Detailed Design

4.2.1 Micro Web Server (IPu8930)

Micro Web Server (IPu8930) contains 8 input/output pins, in our project we
configured them as input pins, they are known as (PAO-PA7), each sensing circuit

was connected to those pins as follow:




To Smoke Detector

7 Hn\'n*n T
=
P

2

4

6

8
RAG 10
g 12
To Light Sensor ; gﬁjg}rg }g
To Temp. Sensor —I

IPu8930 0

Figure 4-1:1\O pins of Micro Web Server
1. For LM35 temperature sensor circuit we took the output from pin 6 in the

operational amplifier and connected it to pin8 (PA7) in micro web server.

2.  For LDR light sensor circuit, we took the output from pin 2 in 74H14 Schmitt

trigger and connected it to pin 6 (PA5) in micro web server.

3. For smoke detector circuit the output was directly connected to pin 5 (PA4) in

micro web server.

4.2.2 Sensing circuits

Sensing circuits are designed to realize the environment parameters; these

parameters are measured in order to be analyzed by the Micro Web Server and

displayed on a computer network.




4.2.2.1 Light Sensor Circuit

LDR sensor resistance changes according to the amount of light hitting its
surface. It has a wide broad light frequency range so it can be used to sense a wide

range of light sources.

Figure 4-2 shows the schematic circuit of light sensing, the LDR light sensor
is manufactured to work on 5 volts power supply. In order to have a specific value of
the output the 74H14 Schmitt trigger logical gate was used. The sensing principle is
to output 5 volts at night (light intensity is very low), and 0 volt at day (light intensity

is high).

1=
output
o To
Mmicxro~~
74HC14
L
B

Figure 4-2: Light sensor circuit.

40




4.2.2.2 Temperature Sensor Circuit

The reason for choosing the LM35 temperature sensor was that it has these features:
1. The change in voltage value is linear to heat. So it’s easy to guarantee that the

read values at various temperatures will be reasonable by knowing the

voltage to heat ratio.
2. Low cost and availability.

Figure 4:3 shows the schematic circuit of temperature sensing, the LM 35
temperature sensor is configured to work on 5 volts power supply, this sensor 1is
directly connected to the micro web server IPu8930 A/D PORT pin, the value of the
measured temperature is converted internally to digital value. But we needed the 741
Op Amp to gain the needed voltage value that can be read by Micro Web Server
IPp8930.

+15v

cr Lhi35 Vout to Micro

3 + 6 Web Server
100K 2

é 100K

i 10K
0

|
gl

Figure 4-3: Temperature sensor circuit.




4.2.2.3 Smoke detector Circuit:

The smoke detector is one of the most popular alarm sensors used nowadays for
fire alerting at kitchens, hotels, and hospitals. We choose this sensor because it is

easy to use and deal with, and available on demand.

This detector consists of three legs, one is connected to the power supply (21V),
the other is connected to the ground, and the third gives the output and is connected
o the Micto Web Server. The principle on which this detector behavior works is to
output (1.5V) when there is any smoke in the environment surrounding it, and output
(21V) for clear environment, so we use voltage division principle with 2 resistances
(3KQ,1KQ), in order to out 5V. The schematic for smoke detector is shown at Figure
(4-4).

: ~{  Outputto
3k Micro Web
. Server
o - 1§ Smcte \3

DetcD)
Tl 1K

Figure 4-4: Smoke detector circuit.
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4.3 Overall System Design:

Figure (4-5) show how is the hardware components are connected to each other.

1K
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74HC14 O0—s g% g
4 —0—2 RA4 10
O— RAS 12
d =—0—5— RAB/CTS 14
Voo O RAZ/RTS 16
e
0
IPp8930

M35
-iévf
’ 100K
"0

ol

‘{DK
0

Figure 4-5: Schematic of smart sensor node.
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4.4 User System Interface

System Interface is the screens which the user can interact with, and so
communicate with the system friendly. The followings screen shots describe how our

system is used:

4.4.1 System Login

Input password

Figure 4-6: System Login




4.4.2 Node selection

| Node selection

Search for all connected nodes:

Search

Select node:

.-/} St ———————
@‘\ | 10.14.0.80) |

| Location A !

| Location C |

'@:IP

Location E

@

Location B

| .'/ Location F T
' Save

[E——h-

Figure 4-7: Node selection
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4.4.3 Sensors Values

| Sensors values -
Temperature i {
ppera Light Sensor Alarm Sensor | Sensors values
gV
50 \ <
40 Timer seading
so &
20 - "—E«) : ‘.;,'/-. ‘\ﬂ
10 <
System coafig.
0
Temperature= 23 C Light On Alarm On Help
Smart Sensor System

Figure 4-8: Sensors Values
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4.4.4 Timer Reading

= Smart sensors system

Node: Location A

|_ Timer reading

__Start logging

Specdify the interval of reading sensors (minute) | 1

 Chart graph Clear chart

|_ Log chart

50
40
30
20
10
0 -

Temperature /  Lights

Smart Sensor System

Figure 4-9: Timer Reading
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4.4.5 System configuration

| System configurations s
Micro web server IP: | | | setIP.
System password: | | | Setpassword
| System testing .
OutputatPoitA: 7 6 5 4 3 2 1 O
o o v i Output
Read input from Port Az [PinA7 0x128 [v|
| | Input pin

Smart Sensor System

Figure 4-10: System configuration
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4.4.6 System Help

System Help

Sensor values screen

Give abiliy to monitor any sensor connected to the current
node, currently set to monitor, temperature, light and smoke
sensors, where sensors values are read every 1 second.

Timer reading screen

Read the sensor values every specified interval (in minutes)
where a logging feature is also included.

System configuration screen

Give user ability to configure the system, where he can
change the password, node IP, and test the different pins
in a specific node.

Figure 4-11: System Help
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CHAPTER FIVE

SYSTEM SOFTWARE DESIGN

5.1 Commiinicating with Micro Web Server
5.2 Software Parameters

5.3 Micro Web Server Control Protecol

5.4 Software Implementation

5.5 Flowcharts
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CHAPTER FIVE

SOFTWARE SYSTEM DESIGN

5.1 Communicating with Micro Web Server

To communicate with Micro web Server many methods can be used:

1. Java applet with Jar files: This method required to upload Java applets onto
a web page on the IPu8930 web server. The IPu8930 can be used to read data
via a web page served from its on-board file system. This web page in tum
contains a Java applet archive (JAR file) with several Java applets that
communicate with the IPu8930 using the Ipsil Control Protocol (ICP). ICP is
a stateless protocol over TCP or UDP that provides programmatic access to

all the I/O and storage resources of the IPp8930.

2. Using Web Hole: One of the unique features of the IPp8930 is the ability to
define placeholders in a file stored on the IPu8930, which are called
WebHoles. WebHoles allow IPu8930 developers to create dynamic web
pages that are updated based on the status of devices hooked to the chip. So,
for example, when a Web page stored on the IPu8930 is requested, the

[Pu8930 Web Server will insert the current value of the WebHole before

sending the page. WebHoles can be defined for any type of file such as a text
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file or a XML file. These WebHoles are linked to specific IPu8930 resources
general /O pins, RAM variables, the internal EEPROM, the external
EEPROM the serial port, the 12C port or the SPI port. When the file is
requested via the web server, the value from the /O port is obtained and
inserted into the HTML file at the pre-defined location.

Direct ¢communication: communication oriented method; where the node
must be always connected to the network. Those nodes contain different kind

of sensors to read data from them, special software was implemented.

Why was direct communication methed used?

There are many reasons for using this method rather than the others, which can be

shortly defined as following:
1. Give the user a fully control over the Micro Web Server configuration.
2. Ability to search for the connected nodes, where their IP's and locations are
unknown at the beginning.
3. Ability to observe all the sensors in any node at any time.
4. Give the user an option to read any node he wants, just by specifying the

location and IP.

5.2 Software Parameters

Through programming of Micro-Web Server there are several steps that must

' be done relating to ICP to the Micro-Web Server:
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Verifying the IP Address of the Micro-Web Server.

Port ID for the Socket path (Manufacturer to be 893 0).
Parallel Port Address in the Micro-Web Server.

Operation Code (OPCODE) of the operation to be performed through the
Socket (Read/Write).

5. Verifying the success of the specified operation.

R

5.2.1 Software Tools

The following components from the software point of view are used:
1. Window XP SP2

To acts as Client.

2. Netbeans 5.5
_ In order to design and implement the Java software application

3. Java2SDK 1.4.1

Contains the Frame work of the java environment.

4. Java Run Time Environment (JRE)
To support the Java Virtual Machine for the client processing state.

5. Ipsil Configuration Utility ICU)
Software to upload files into the Micro-Web Server.
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5.3 Micre Web Server Control Protocol

The IPu8930 Control Protocol (ICP) provides programmatic access to all of
the I/O and storage resources on the IPu8930 Board including the general I-O pins
(like Port A), the Serial Port, [Pu8930 RAM, the internal EEPROM, and the external
EEPROM. Both read and write operations to IPu8930 resources are supported.

The ICP is a stateless protocol which supports reading and writing to the
IPu8930 via port number 8930. Both TCP and UDP are supported. If the IPu8930
receives a request via UDP, it will reply to the request using UDP. Similarly, if a
TCP request is received, the outgoing packet will be a TCP packet.

The ICP data structures described below should be written as the data
contents of a standard TCP or UDP packet.

The flow control for ICP is lock-step. A program must, after writing a packet,

wait for a reply before sending another packet.

The ICP packet format consists of several parts. First, every write packet

starts with a password, which is required if secure mode is enabled—otherwise it is

An OPCODE and address are next required. The remaining fields carry the

n read from or to be written to the TPu8930. The contents of the data
[14]

ignored.
informatio

structure differ based on the operation and whether this is a request or response.
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The following tables detail the packet structure of an ICP read, an ICP write
and their respective responses:

Table 5- 1: Packet — Read Request.

Byte | Length | Field Description/Valid Values
# | (Bytes) | Name

0x00 5 PASSWD | Five character ASCII password— always required.
Will be ignored if secure mode (SECMODE) is not
enabled. If SECMODE is disabled, it is recommended
that this field be zero padded.

0x05 1 OPCODE | 2 = Read from External EEPROM
4 = Read from Internal EEPROM
7 = Read from RAM location

9 = Read from serial port

10 =I12C Read (v1.1)

Table 5- 2: ICP Packet — Read Response.

Length | Field Name Description/Valid Values
Byte | (Bytes)
#
0x00 4 ADDR Address argument for the requested read. Same

address as sent in the read request.

0x04 4 TIMESTAMP | MSB is first; LSB is last. This is the running count
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of time since last power up measured in 8 ms
increments. These bytes can be used to attached a

time reference to the data.

0x8

1-32

READDAT

Requested data

Table 5- 3:

ICP Packet — Write Request

Byte

Length
(Bytes)

Field Name

Description/Valid Values

0x00

PASSWD

Five character ASCIH password— always
required. Will be ignored if secure mode
(SECMODE) is not enabled. If SECMODE is
disabled, it is recommended that this field be zero
padded.

0x05

OPCODE

3 = Write to External EEPROM
5 = Write to External EEPROM
6 = Write to RAM location

8 = Write to serial port

0x06

ADDR

Address argument for the above operations.
Addresses are in ‘big endian’ format, e.g,, MSB

comes first.

0x0A

WRITEDATA

Data to be written to the above address—must be
from 1-30 bytes in length for UDP packets and 1-
20 bytes for TCP packets.
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Table 5- 4: ICP Packet — Write Response

Byte # | Length | Field Name Description/Valid Values
(Bytes)

0x00 1 STATUS Will be equal to OxFF if successful.

0x01 1 SEQNUM | Serial Sequence number. This is only

present in response to op-codes 8 or

9. It contains the sequence number of

the serial command just sent.

5.4 Software Implementation

The software is made in the system for the following objective:

1. Searching for connecting nodes: the software will be used to search for
multiple nodes connecting to the network and getting there IP's and locations,
then store it in specific file (see section 5.5 for more details).

2 Read sensor for getting a specific data: one of the main objectives of the
project is to read data from different sensors at the same time or with interval
reading.

3. Testing the Micro Web Server: through this software you can easily configure
the Micro Web Serve, change its IP address, and test it.

4. Log files: used to store the sensor readings every specified interval in

minutes.
5 Secure system: using this system requires a specific password for more

security.
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54.1 Searching for nodes

In general, searching for nodes are done by getting the network ID's for all
devices that are connected to the network. Then searching for the host ID's, if there is
any response with [OxFF], then this node is a micro web server. The following code

show how searching node process work.

public void ping(Strning IP){
try {

System.out.println("ping "+IP);
isa= new InetSocketAddress(IP, IPSIL_PORT);

sock=new Socket();
sock.connect(isa, TIME_OUT);

// Create input data stream
sIn = sock.getInputStream();

// Create output data stream 7
sOut = sock.getOutputStream(); B

//set all outputs
sOut. write(outputData);

// Read and ignore replay byte from the Ipsil device
sIn.read(resp);

if ((resp[0] & Oxf) = 0xff ){
foundedIPs++;
if (foundedIPs <= 6){
IPs[foundedIPs-1}=1P;
nodesFrame. IPArray[foundedIPs—l].setText(IP);

}
}
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A i 2
s seen in the code above, a ping process has been implemented where the

program provides this method with the IP to check for, the ping process tries to open
a new socket to this IP, if the IP is used by any other host then a connection will be
established and a specific command word will be sent to that socket, in result if the
response was [OxFF], then this IP is a micro web server, otherwise its not, an
exception may happen here when the IP is not used at all, in this case a TIME_OUT

parameter 1s used to terminate the connecting process, minimum TIME_OUT that
can be used is one second.

Searching for connected nodes needs about 5 minutes where each IP in the
network will be checked to see if it’s an available node or not, checking each node
requires at least one second = 1000 ms. Although some nodes can respond in less
than 100 ms, other nodes may take longer time, so TIME OUT parameter of the
connection was set to 1000 ms. Two facts are known about the searching process
which are:

e Takes 5 minutes each time at least

o Only required when a new node is connected or disconnected.

For the two facts above a storing method was implemented where all the IPs
of the connected nodes and their specified locations are stored in a special file, and

loaded each time the application 1is started.

The IPs and locations file (ipsAndLocs) stores the IP addresses and the

locations as in figure (5-1).
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£ ipsAndlocs - Nolepad

Locations

Figure 5-1: ipsAndLocs file format

This system consists of 6 node with 6 IP's and their locations .In searching
for nodes process ,the IP address for the first node that have been discovered ,will be
stored at the first line in the file, and for it's location ,it will be stored after all IP's

and soon .

5.4.2 Input data

For input data mode all channels (eight pins) must be set as analog (0x80)
and configured all pins as input (0xff) channel. See the following:
byte [] commandWord =

00, 0x00, 0x00, 0x00,// Password '
e // "Write EEPROM" cmd

e 0x13 // Start location
00, 0x01, s
?t): (12’)&"80 / Al channels Analog
(bzte)OXff ’ // All channels as 1nputs
e
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These ch — pins —
annels — pins — are to read data from 3 different sensors, pin 7 for

temper_ature sensor, pin 6 for light sensor, and pin 4 for smoke sensor. See the
following code that shows the address word for light sensor.

/Nlight sensor at pin 6 --> address 0x126

byte[] pin6 =
{ 0x00, 0x00, 0x00, 0x00, 0x00,// Password

0x07, /l "Read RAM" cmd
0x00, 0x00, 0x01,0x26, // pin 6 address

: 0x06, // read bytes

Reading sensors are done by sending one of the specific command words and
then reading the response, light and smoke sensors produce [0 or 5] volts output,
where the temperature sensor gives a range between [0-4.5] volts, this voltage is then
read by the temperature pin and converted to digital value between (0-1023 hex
values), this value is then processed to give the correct temperature. Processing the
range from [0 to 1023] has been done using 8 linear equations; these equations were

made by recording temperature and hex value at 9 different temperatures. Figure (5-

2) shows the 8 linear relations obtained.

Temperature to Hex values

1000 -~

800 A 749
700 o5

609 526 —o— Temperature
500 A | | == Hexvake

Hex value

300 A
200 A
100

Ok )

TR R T O S A
Temperature

1€0

Figure 5-2: Plot of Temperature sensor readings.
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Those equations are in the form of y-y1=m (xx1), which m is the slope
For example: :
=> Lets take x1 =916, x2=875(Hex value)

and y1=46, y2=42 (Temperature value) .then:

y-yl=m(x-x1)

y-46=((42-46) / ( 857-916)) (x-916)

y=Ax+B
Which mean=> A=Slope=(y2-y1) / (x2-x1).

B= (Slope)*(-x1) +y1 . And so on.

See the following code that show 2 of those equations:

public static int setTemperature(int data){

double fixedData=Math.round(data/10);
double A=0;

double B=0;

int temperature=0;

if (fixedData > 28 && fixedData<=53){
A=0.56;
B=-7.68;

}

if (fixedData > 18 && fixedData<=28){
A=0.5;
B=-6;

}

/lusing the selected A,B constants, th

//temperature = A* fixedData + B :
temperature= (int) Math.round(A * fixedData + B);

e temp. can be found by

return temperature;
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5.4.3 Logging file

File logging will be an additional feature in the software program, where all

sensors will be read every X minutes-specified by the user, and then these values will
be stored in a log file as shown in the figure (5-3).

Log file format:

Line 1: the time for first reading that we have obtained.
Line 2: the temperature value in celsius degrees (0-50).
Line 3: light sensor reading (0 or 1)

Line 4: smoke sensor reading (0 or 1)

And so on.

® mylog Notepad EE@

Fle Edr Format Yiew Help
12:34 o
20

0

1

3o

0

0

40

1

1

50

0

0

40

0

1

20

1

0 ~
10

Figure 5-3: Part of the log file.
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5.5 Flowcharts

5.5.1 Login flow chart (check password)

Start

Login form

Input password

Password
correct

Yes

Login success

Figure 5-4: Login flow ch
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5.5.2 Ping process flow chart

Prepare IP

N

Initialize new
socket

Echo socket

Response=(FF)u

Yes

Node found
Record IP

Figure 5-5: Ping process flow
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5.5.3 Search node flowchart

Start

A

Find Network ID

Current IP=Network
IP+Counter

Yes

Current IP is node

Increment counter

Figure 5-6: Search node flowchart.
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5.5.4 Input data flow chart

=

Connect to Node

A

Send appropriate
ICP message

Is response valid

Error message
connection lost

Figure 5-7:

Yﬂ—}
Store ICP response
data

Is logging enabled

Display dat

Input data flow chart
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CHAPTER SIX

SYSTEM IMPLEMENTATION AND TESTING

6.1 Subsystems Testing
6.2 Software Testing
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CHAPTER S1x

SYSTEM IMPLEMENTATION AND TESTING

This chapter demonstrates the methods and procedures used to test and
examine the system operation and behavior. System testing is an important and

crucial step in implementing a system. It senses the effectiveness of that system just

before introducing it to its users.

This system has more than one issue to be tested. Some testing parts reflect a
software, or hardware case. Also, testing procedures concentrate on a single device

independent from the over whole system.

After finishing the design of the system and drawing the system schematic,
the next step was to test each part individually, and then implement the system using

the wire rapping.

6.1 Subsystems Testing

At this stage each subsystem was tested independently, to ensure that the

s its specified function This way of testing simplifies trouble

subsystem realize

shooting detection.
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6.1.1 Testing the Micro Web Server

Testing the Micro Web Server involves doing more than one step. In order to
test it, there must be a simple installed network; this is accomplished by connecting
the Micro Web Server with a simple client (PC) that has an Intemet Browser G.e.
Intemet Explorer, or Netscape navigator). Testing the Micro web server is done by
simply asserting one of the following conditions:

e Structuring a cross over cable between a PC and the Micro Web Server
e Connecting the Micro Web Sever to one of a Hub ports

After connecting the cable between the Micro Web Server and the PC, power

on the Micro Web Server to complete the network, some testing commands are done:

1. Testing the TCP/IP Protocol

This test is configured at the client side PC because the Micro Web Server

already supports the TCP and UDP Protocols. The test is done simply by writing the

following command on the Command Line Shell:
Ping 10.14.0.80

. 1:
The following reply indicates the success of the installed TCP/IP protoco
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Pinging 10.14.0.80 with 32 bytes of data:

Reply from 10.14.0.80=32 time<lms TTL=128

Reply from 110.14.0.80: bytes=32 time<lms TTL=128
Reply from 10.14.0.80: bytes=32 time<lms TTL=128
Reply from 10.14.0.80: bytes=32 time<lms TTL=128

Ping statistics for 10.14.0.80:
Packets: Sent = 4, Received = 4, Lost = 0 (0% loss)
Approximate round trip times in milli-seconds:

Minimum = Oms, Maximum = Oms, Average = Oms

2. Testing Micro Web Server Reachability

The Micro Web Server when connected to a network is configured as a
DHCP client. Detection packets are sent when sharing a network to have an IP
Address from a DHCP server. When no server satisfies that, the 192.168.0.254 IP

address is assigned to the Micro Web Server.

Testing the Micro Web Server assumes no DHCP server is found. So, the

following command will test the Micro Web Server.

Ping 192.168.0.254

The following reply indicates the success of Micro Web Server accessibility:
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Pinging 192.168.0.254 with 32 bytes of data:

Reply from 192.168.0.254: bytes=32 time=Ims TTL=128
Reply from 192.168.0.254: bytes=32 time=1ms TTL=128
Reply from 192.168.0.254: bytes=32 time=1ms TTL=128

Reply from 192.168.0.254: bytes=32 time=1ms TTL=128
Ping statistics for 192.168.0.254:

Packets: Sent = 4, Received = 4, Lost = 0 (0% loss)
Approximate round trip times in milli-seconds:

Minimum = 1ms, Maximum = 1ms, Average = 1ms

6.1.1.1Testing TCP/IP Sockets

Testing win sockets needs applying some codes and executing it through a

java applet. There are two main applets used to test both the Parallel port and the 8
General I/O pins.

6.1.1.1.1 Testing Port A

There are 8 general purpose I/O pins installed on the Micro Web Server. The

following testing code is used t0 implement a socket through a java gpplotto flash 8

LEDs ON and OFF:
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import java.applet. Applet;
import java.io.”;

import java.net.*;

import java.util.*;

import java.awt.;

public class setDigitalHi extends Applet

{
private int IPSIL_PORT = 8930;

InetAddress  ia = null;
Socket sock =null;
InputStream  sln . =nul}

OutputStream sOut =null;
StringBuffer buffer = new StringBuffer();

byte [] setAllDigitalOutput =

{ 0x00, 0x00, 0x00, 0x00, 0x00, // Password (5 bytes len)

0x06, // "Write EEPROM" cmd (1 byte len)
0x00, 0x00, 0x01, 0x13, // Start location (4 bytes len)
(byte)0x86, // All channels Digital (1 byte len)

0x00 // All channels as Outputs (1 byte len)

)

byte [] flashLedsOn =
{ 0x00, 0x00, 0x00, 0x00, 0x00,  // Password (5 bytes len)

0x06, // "Write EEPROM" cmd (1 byte len)
0x00, 0x00, 0x01, 0x17, // Start location (4 bytes len)

(byte)Oxff // All channels HI (1 byte len)
|7

byte [] flashLedsOff =

{ 0x00, 0x00, 0x00, 0x00, 0x00, // Password bytes len)

0x06, . // "Write EEPROM" cmd (1 byte len)
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0x00, 0x00, 0x01, 0x17, // Start location (4 bytes len)

(byte)0x00 // All channels Low
17

byte [] resp = new byte[1024];
public void inif() {

try {

ia = InetAddress.getByName( getCodeBase().getHost() );
sock = new Socket(ia, IPSIL_PORT);
addltem(ia.toString());

sIn = sock.getInputStream();

sOut = sock.getOutputStream();

(1 byte len)

// Network response buffer

}

catch (Exception e)

{
e.printStackTrace();
addItem(® Init " );

}
}
private void addItem(String newWord)
{
System.out.println(newWord);
buffer.append(newWord);

repaint();

public void paint(Graphics g)

{

g.drawRect(O, 0, getSize().width 1 getSize().height- 1);

g.drawSm'ng(buffer.toSuingO, 5, 15);
}
public void start() {

try{
sOuLwrite(setAllDigitalOutput);
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sIn.read(resp);
sOut.write(flashLedsOn);
sIn.read (resp);
Thread.sleep( 1000 );
addltem("LEDs ON!"™);
sOut.write(flashLedsOff);
sIn.read (resp);
Thread.sleep( 1000 );
addItem(" LEDs OFF!");

}

catch (Exception )

{
e.printStackTrace();
addltem(" Start ");

6.1.1.1.2 Testing Parallel Port:

mented by connecting a

i i ket is imple
ting of the parallel port via a SOC
e en to flash the led

LED to the transmit line of the parallel port. Then an applet is writt

ON and OFF, here is the testing applet code:

import java.applet.Applet
import java.io.*;
import java.net.”;

import java.util.*;
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import java.awl.;

public class Parallel extends Applet
{

private int IPSIL_PORT = 8930;

InetAddress  ia = null;
Socket sock =null;
InputStream  skn = null;

OutputStream sOut = null;
StringBuffer buffer = new StringBuffer();

byte [JparallelHi =

{ 0x00, 0x00, 0x00, 0x00, 0x00, // Password (5 bytes len)

0x08, // "Write Parallel” cmd (1 byte len)

0x00, 0x00, 0x00, 0x00, // Start location (4 bytes len)

(byte)Oxf, (byte)OxEf, (byte)Oxf, (byte)Oxt, (byte)Oxff
);

byte [] parallelLo =
{ 0x00, 0x00, 0x00, 0x00, 0x00,  // Password (5 bytes len)
0x08, // "Write Parallel" cmd (1 byte len)
0x00, 0x00, 0x00, 0x00, // Start location (4 bytes len)
(byte)0x00, (byte)0x00, (byte)0x00, (byte)0x00, (byte)0x00
7
// Network response buffer

byte [] resp = new byte[1024];
public void init()

{
try {
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ja = InetAddress.getByName( getCodeBase() -getHost() );
sock = new Socket(ia, IPSIL_PORT); ’
addItem(ia.toString());

sIn = sock.getInputStream();

sOut = sock.getOutputStream();

catch (Exception e)

e.printStackTrace();
addItem(" Init " );

private void addItem(String newWord)
{

System.out.println(newWord) B
buffer.append(newWord);

repaint();

public void paint(Graphics g)
{ .
g.drawRect(0, 0, getSize().width -1, getSizeO.helght -1);

g.drawString(buffer.toStﬁngO, 5,15);

public void start() {
try {
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boolean n = true;
while(n) {
if(n%2==0){

sOut.write(parallelHii) 2
sIn.read(resp);

else{ sOut.write(parallelLo);
sIn.read (resp);

catch (Exception e)

e.printStackTrace();
addItem(" Start ");

6.1.2 Testing temperature sensor circuit

After<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>